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                        IT Tools for Operationalizing GDPR Compliance

                        
                    
                    The GDPR is a revolutionary event in the history of digital commerce. From now on, all enterprises and SMEs must operate under the guidelines of “Privacy by Default” and “Privacy by Design”. Companies that demonstrate their respect for privacy by giving users transparency and elegant management tools will gain competitive advantage in the marketplace.

ConsentCheq is a universal notice and consent management service, offering a single integration solution that includes GDPR, COPPA(US) and CASL(Canada) compliance, and when in force, the upcoming EU ePrivacy regulation.

The ConsentCheq service provides elegant solutions to the myriad data subject interaction requirements of GDPR – offering clear notice, gathering and logging user preferences. Consent is securely maintained in a central registry, accessible via API to all internal enterprise processes and to third party processors. This forward-thinking design prevents consent fragmentation that occurs when consent solutions are implemented for each data ingestion point.

ConsentCheq’s core technology is flexible and highly scalable, and we offer tailored solutions for businesses ranging from small and medium enterprise (SME) to the world’s largest international corporations. Industry specific solutions include e-commerce, media (including child focused), adtech, Internet of things, physical retail and hospitality.

Please use the “Why You Need It” menu to get full details your specific needs and to schedule a live demonstration.

                    	
                            
                                                            
	
                            
                                                            
	
                            
                                                            


                

                
                                        	
                                        
                                    
	
                                        
                                    



                    	
                                        
                                    
	
                                        
                                    

			

                

            

        

    

    










    

    
        
            
                
                    
                

                
                    
                    
                    
                        bizdev@privacycheq.com
                

                
                    	
	
	

                


                


                
                    
                       Schedule a Demo                    
                

            

        

    




    
        
            
                                    
                         

                        © PrivacyCheq, All Rights Reserved | Privacy Policy | Terms of Use |  Privacy Choices
                    

            

        

    







    


            

	

				

				

		

				
			

Please click on the popup in the lower left hand corner of this page to review our Privacy Dialog and give your consent
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Enterprises that plan to create in-house IT solutions for the GDPR face a daunting list of IT databases, APIs, Dashboards and Reports that must be built, tested and then verified.



The ConsentCheq CDK provides easily integrated solutions to each of these GDPR compliance requirements:
		Gathering Consent


	 Gather Informed Consent (Articles 5, 6, 7, 13 & 14)
	 Gather Informed Consent for “Processing which does not require identification” (Article 11)
	 Gather consent to process “special category” data (Article 9)
	 Gather Parental Consent (Article 8)
	 Gather Consent for Automated Processing (Article 22)
	 Manage Direct Marketing Objections (Article 21)
	 Present Appropriate Notice (Article 7)
	 Implement Withdrawing Consent (Articles 7 & 17)
	 Comply with GDPR requirement “It shall be as easy to withdraw Consent as to give it” (Article 7)


		Managing Consent


	 Implement Data Breach Procedures (Articles 33 & 34)
	 Implement Parental Consent (Article 8)
	 Manage Direct Marketing Objections (Article 21)
	 Manage Consent Withdrawal (Article 7)
	 Maintain Records of Consent (Article 7)
	 Provide Copies of Personal Data (Article 15)
	 Communicate Rectification of Personal Data (Article 16)
	 Implement Data Portability Procedures (Article 20)


		Consent Compliance


	 Record Consent (Article 7)
	 Demonstrate Cooperation with Supervisory Authorities (Articles 55 & 56)
	 Demonstrate Compliance with a Code of Conduct (Article 40)
	 Maintain Records of Consent (Article 7)
	 Maintain Records of Consent Date and Time (Article 7)
	 Maintain Records of Consent Events (Article 7)
	 Maintain Record of the Notice Consent was given for (Article 7)


		Reporting


	 Create Database for Notice Consent Event Storage (Article 55)
	 Report Records of Consent (Article 7)
	 Report Records of Consent Date and Time (Article 7)
	 Report Records of Consent Events (Article 7)
	 Report Records of the Notice Consent was given for (Article 7)
	 Demonstrate Cooperation with Supervisory Authorities (Article 55)


		Notice


	 Comply with GDPR requirement for “explicit” notice (Article 12)
	 Comply with GDPR requirement for “specific” notice (Article 12)
	 Comply with GDPR requirement for “informed” notice (Article 12)
	 Comply with GDPR requirement for “concise” notice (Article 12)
	 Comply with GDPR requirement for “transparent” notice (Article 12)
	 Comply with GDPR requirement for “intelligible” notice (Article 12)
	 Comply with GDPR requirement for “easily accessible” notice (Article 12)
	 Comply with GDPR requirement for “using clear and plain language” notice (Article 12)
	 Prepare for implementation of standardized icons (Article 12)
	 Reveal legal basis under which personal data was collected (Articles 13 & 14)
	 Describe purpose for collecting personal data (Articles 5, 13 & 14)
	 Inform data subject who is collecting the data (Articles 13 & 14)
	 Include data privacy officer’s contact information (Articles 13 & 14)
	 Reveal name and location of any data processors (Articles 13 & 14)
	 Reveal how long the data controller will keep the personal data (Articles 13 & 14)
	 Ensure request for consent is clearly distinguishable from other matters (Article 7)
	 Document source of data that is not collected directly from the data subject (Article 14)
	 Disclose the existence of the right to be forgotten (Articles 13 & 14)
	 Disclose the right to lodge a complaint with supervisory authorities (Articles 13 & 14)
	 Provide notice of need to collect personal data (Articles 13 & 14)
	 Disclose where data controller intends to further process the data (Articles 13 & 14)
	 Inform consent for automated processing (Article 22)
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